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Tracey Peake (00:01):
Hello, and welcome to NC State's Audio Abstract. I'm your host Tracey Peake. As we enter tax season, audits are definitely on people's radar, but audits aren't confined to the IRS. In the corporate world, audits and forensic accounting are used not just to identify fraud, but also to provide important financial information and transparency to stakeholders. So how does this work? What is the difference between forensic accounting and auditing? And how do forensic accountants identify red flags? We're speaking about this today with Joe Brazel, Jenkins' distinguished professor of accounting in NC State's Poole College of Management. Welcome, Joe.
Joseph Brazel (00:41):
Thank you for having me.
Tracey Peake (00:42):
I'm glad you're here, because I am completely ignorant about this entire topic, so this is going to be fun for me. So let's start out by just getting some definitions straight. What's the difference between just a regular old audit and forensic accounting? When and why are they used? What are the general processes?
Joseph Brazel (01:00):
Sure. So a financial statement audit as opposed to an IRS audit from a tax perspective, that's not my area. My area deals with the financial statements that are issued to people outside of a company, be it investors or a bank or what have you. And those investors or banks, whether it's a private company or a publicly traded company, typically require a financial statement audit on an annual basis, so every year. And those financial statement audits, the objective of them is to verify the accuracy of the financial statements, to give investors assurance that the financial statements are reliable, not to invest in the company, not to sell their stock, but that what they're seeing on the financial statements, the net income, the assets, the liabilities, they're not materially misstated.
(01:47):
And from a fraud perspective, the responsibility of an auditor is to find material fraud, large fraud, frauds that are so large that they would change investors' decision making about a company. We're talking about millions of dollars when you talk about large publicly traded companies.
(02:07):
A forensic audit typically occurs after the fraud has occurred as sort of a postmortem analysis of, how did this happen, where did this happen, who was involved and so on. There are situations though where forensic auditors are brought on in high fraud risk settings where there's big incentives for fraud or opportunities for fraud or fraud risk for a given client, and that forensic audit team will assist the audit engagement team to modify their testing to help them more likely detect a material fraud.
Tracey Peake (02:43):
Okay. So an easy way for me to maybe think about it is a forensic audit is kind of the same as a forensic pathologist, right? They're looking at the dead body after the crime has occurred-
Joseph Brazel (02:54):
Yes.
Tracey Peake (02:54):
... to try to figure out exactly what went down.
Joseph Brazel (02:59):
Right. And that's the majority of work they do. They do a lot of expert witness work when there's-
Tracey Peake (03:00):
Okay.
Joseph Brazel (03:01):
... been a major fraud and people were being sued. But again, the only time they're involved before a fraud has occurred or detective fraud has occurred, the most likely way they're used is as a vital member of the financial statement audit engagement team. They'll be involved with their brainstorming about where fraud could have occurred. And if they're concerned about fraud in a specific financial statement account, what types of testing can they do this year to be more likely to detect it?
Tracey Peake (03:30):
What are the most common types of fraud that just happen generally in these businesses?
Joseph Brazel (03:37):
So in my area, we deal with two types of fraud. One is misappropriation of assets, which is a fancy way of stealing stuff. And then we have fraudulent financial reporting. And the jargon for that is usually just cooking the books. So when you think about fraudulent financial reporting, you're talking about just recording debits and credits that aren't real. We're not talking about really stealing anything per se. We're talking about recording revenue before it's actually been earned.
(04:06):
Whereas misappropriation of assets, we're talking about stealing cash, we're talking about stealing inventory. Typically, almost all the time, the fraudulent financial reporting is material. I mean, you don't change your company's financial statements unless you want to change users' perspectives, and that's the definition of materiality or big. So that's a big issue for me. Misappropriation of assets can be small, stealing Snickers bars in a warehouse, or it can be very large, like in the case of FTX, the cryptocurrency company, that was a case of that CEO and other management team stealing cash from the company.
Tracey Peake (04:44):
You recently did a study on benchmarks that auditors can use to identify red flags, like things when they're looking at account statements that might trigger them to think, "Huh, something's not right here." Can you tell me what these are and why they may be more effective than some of the commonly used benchmarks?
Joseph Brazel (05:20):
Sure. So we just did a recent study, we just published it, where we looked at all of the benchmarks that the standard setters have set out as suggested benchmarks. So using prior year financial data for Google, using ratios for Google, like the percentage of their inventory is a percentage of sales, using what we call non-financial metrics, so number of subscriber growth for Netflix. You would think that would be strongly correlated with sales, right? The more people that are signing on a Netflix account. Another form of benchmark would be industry trends. Where do you stand in relation to your industry?
(05:59):
And the thought on this paper was, while the financial statement auditors who did a survey, they report to you, like to use prior year data or ratios. The problem there is your benchmarks are being developed or they're prepared by the same companies whose financial statements are auditing. So management can control both. Whereas, if you think about industry data, management can't control that because they don't know what their industry is doing. So what we found was that using industry growth rates was the most effective benchmark for detecting fraud. And by most effective, it was most likely to detect a large inconsistency between the industry trend and revenue growth trends for fraud companies. Whereas, for companies that weren't committing fraud, their revenue growth was very close to the industry trend.
(06:48):
And the most interesting part about that is my prior was always that companies committed fraud to sort of keep up with the Joneses, keep up with their industry. Whereas, what we found was that companies and industries that were doing very well, at some point, the industry falters a little bit. The vast majority, if not all companies, in the industry experience a decline in revenue growth as you would expect. But therefore, whatever reason as a company or two in that industry, it says, "I can't sell my car. I can't sell my house. I have to stay in this great neighborhood. I still have to be one of the Joneses," and they continue the revenue growth afterwards, such that their revenue growth actually exceeds the industry average by quite a bit. So it's not about keeping up with their peers, it's about staying above them.
Tracey Peake (07:34):
Okay. And that would be a place where you would start looking.
Joseph Brazel (07:39):
Yeah. And then the other effective benchmark we've looked at in a number of studies are those non-financial metrics. So number of patents for a pharmaceutical company, the number of subscribers at Google, the number of products at Walmart, these things are very, one, intuitive explaining revenue, and also pretty diagnostics. They move around together quite a bit. And what we found is, lo and behold, for companies committing fraud, we see a great discrepancy between their financial performance, which they can manipulate, and the non-financial measures, like number of subscribers, which they are very unlikely to manipulate.
Tracey Peake (08:14):
And not to get too far into the weeds here, because again, my entire mental picture of auditors is just people in dark rooms with Excel spreadsheets, but you've got this benchmark, you have a red flag, what do you actually have to delve into and look at to be able to prove that your suspicions are correct?
Joseph Brazel (08:36):
Right. So let's say you see revenue growth that exceeds what you would expect, way higher than the industry, you're going to increase your... Well, first of all, you're going to assign more senior people to that engagement. You're not going to assign a second year or third year experienced person to audit the revenue account. You're going to bring in way more experienced people with much more industry expertise that know where the industry's going, so that when they have conversations with management or look at evidence, they really know what they're looking at. So people function, they're going to expand the amount of hours that they're going to test that account, they're going to change the way they test the account.
(09:10):
So for example, in a normal low fraud risk setting, we may confirm with customers who owe the company money, what we call accounts receivable. We may just confirm, "Do you owe them this money as of December 31st?" And we either get it confirmed to buy an external source to customer or not. In a higher fraud risk setting where we may be concerned about something like channel stuffing where we're sending inventory to our retailers or our wholesalers with the understanding that if they can't sell it, they can bring it back. That's not really a sale. But companies that are channel stuffing actually count that as a sale. So in a high fraud risk setting, we may add to that confirmation terms of the agreement to have them say, "Yeah, I can return this." And then therefore we find out, "Oh, no, no, you cannot be recording a revenue until the actual asset has been transferred over to that retailer or wholesaler."
(10:02):
So just changing, modifying our testing, increasing our sample sizes, a lot of auditing. If you think about a company like Amazon, they have billions of revenue transactions. Auditors obviously can't look at all of them, so they look at samples and then try to speak to the whole population of all Amazon sales. We would probably increase our sample sizes. So there's a number of ways. And again, those forensic specialists who are involved with the early brainstorming sessions would help us to determine where we need to look to, to be more likely to detect a material fraud.
Tracey Peake (10:39):
Okay. Well, that makes a lot of sense. It is just something that I hadn't really thought about, but I'm like, "Wow." So you'd have whole teams of people doing everything from interviewing customers, to if they're selling actual widgets out in the world, going to where the widgets are.
Joseph Brazel (10:52):
Yeah. Or even showing up... One of the things we found is for high fraud risk clients, they're likely to do an inventory inspection before year-end. Because a lot of audit inspections from an audit perspective are at year-end, because that's the fiscal year-end, and sort of agreed upon locations. Now, we don't give them months in advance, but we don't just pop up and show up. And what we found in another study was that auditors are more likely to show up unannounced, not even at year-end, at an interim date, like the end of October, end of November to say, "Is this place really full of inventory?" Because obviously, that's a large asset on a lot of manufacturer' and retailers' balance sheets.
Tracey Peake (11:31):
Okay. And you've also looked at different ways that CFOs or chief financial officers can respond to the red flags. This is kind of a follow on to identifying them. You found that, and this is kind of intuitive, in a way, CFOs are often less likely to speak up about red flags when the company is under pressure to meet financial benchmarks. What are the ethical dilemmas involved here? I mean, it's sort of financial peer pressure, I guess, is what's happening there.
Joseph Brazel (12:04):
What we found there was that with respect to reporting internally, chief financial officers were pretty forthcoming when they smelled something that looked weird, when they saw red flags, even if they were right around the benchmark where, "Boy, I see a red flag and it looks like we did it on purpose, just to barely beat the ratios that the bank expects us to have on our debt covenant." So things that even look super suspicious, they were pretty willing to go up the chain of command and say, "Something's weird here."
(12:41):
But then our second question was, okay, well what if you go up the chain of command and you get pushed back? What if they say, "Don't worry about it. We're going to move forward," a lot of chief financial officers get caught in between very forceful chief executive officers and underling accountants who sort of work together and the CFO kind of is in the dark. So we sort of played that situation out.
(13:02):
And what we found was that they were pretty nervous about going externally, whistleblowing externally, whether to a regulator, their financial statement auditor, the bank who was providing them the funding. And they were really... It was a big ethical dilemma when the company had just met a benchmark. Because in theory, that company, if it's found that there's been some naughtiness in the accounting, some cooking of the books, the financial statements could be altered, they could not meet the benchmark, and in our situation, the bank could call the loan. They had violated their debt covenant, and that could bring the whole company over. So there was this feeling like, "Yeah, we're probably not going to last forever as a company, but I don't want to be the one that blows the whistle externally, which leads to a quick extinction of a company, and all of my friends being unemployed."
(13:53):
The two exceptions we found there, or less likely for that to occur, were chief financial officers who had more of an accounting background versus finance. So accounting folks have standards of professional conduct. They've lived by a code, they can't do certain things that finance people do or they lose their license. So they sort of live a different life, and they were more likely to blow the whistle or do the right thing. And the other interesting thing we found was that chief financial officers who were very experienced, who were near the end of their careers, weren't willing to rock the boat. So we measured their actual experience at their real company. Those at real companies who were, let's say, age 58, 60, they were just going to let it pass, because by the time this thing got all settled, they'd probably be retired. So those were the two sort of exceptions that we found.
Tracey Peake (14:54):
Right. And that makes sense. I mean, also, what a lot of pressure, if it turns out that you're wrong, especially in a situation where you have your actual accountants kind of bypassing you and working with the CEO and you're the lone little person. That's got to be a lot of pressure.
Joseph Brazel (15:10):
Yeah. And at NC State, the first case study I go over in my financial statement audit and insurance classes, one of those, you are caught in the middle. I talk to my students about, "Okay, you are probably right that someone's recorded some revenue that's probably not legitimate. But what do you need to do right now to verify that you are right? And also collect enough evidence that if you do leave this company, or if you do report externally, do you have the evidence to say, 'Hey, this is falsified revenue.'"
(15:40):
So we go through that ethical dilemma, and I make it very clear there's no right answer, whether it's blowing the whistle externally, leaving the company reporting internally. But what we do talk about is the steps that you should take. And that's really... When I think about teaching business ethics, it's about involving my students in simulations so that the first time they face an ethical dilemma in the real world and the bullets are flying, they've been around the block a couple of times. Because I can tell you, my first ethical dilemmas in the real world, it was my first shot at it, and bad decisions led to really bad outcomes.
Tracey Peake (16:13):
You have sort of a related body of work as well where you're talking about something called incentives for professional skepticism. What does that mean?
Joseph Brazel (16:24):
Right. So professional skepticism is, in short, a questioning mind and the ability to critically evaluate evidence and say something doesn't pass the sniff test. And that word or that term professional skepticism is actually owned by my field. Professional skepticism, if you actually look it up in Wikipedia, it is an auditing term that really fuels an audit to be performed effectively, to effectively assess the risks of misstatement or errors or fraud, and then respond effectively.
(17:01):
So what we found is, in a lot of audit failures or regulators went in and said, "This audit work is not is substandard," what we found is that the root cause of it was a lack of professional skepticism. So the answer is, "Well, why?" Well, I'm a big incentives guy, so it could be whether they're smart enough, they have traits for skepticism, whether they just have a questioning mind in general.
(17:24):
But one of the things I like to always look at when I see a problem is, is there an incentive problem? So what we looked at was, "Okay, how is skepticism rewarded?" And in short, the way it's rewarded, largely speaking is with hindsight. So if you apply skepticism, if you see a red flag and investigate it and you found a misstatement, you get a nice golf clap, a slap on the back, great. But if you see the same red flag, appropriately investigate, and there's a reasonable explanation for that red flag, you get what we call a met expectations evaluation, which in reality you say, "Well, okay, well, that's not that bad." But you remember with these large accounting firms, Ernst & Young, KPMG, Deloitte, you name it, these are high-performing people. So getting a C is like getting a D or an F. You're falling behind. So we found an incentive problem.
(18:15):
So then we said, "Well, what if we turn, flip the script and say, 'Why don't we just start rewarding people for being skeptical regardless of the outcome?' Let's remove this hindsight bias." Well, we found a weird result in that the first, when you expose auditors to that, it's so weird that it actually backfired. And they actually said, "Wow, I got the benefit of the doubt. That might not happen again. I'm quitting while I'm ahead." And it actually reduced their skepticism in the future.
(18:44):
So then what we did is in an additional study, we said, "Well, what if we have a boss who consistently supports you and really has that tattoo of someone who consistently rewards appropriate skepticism regardless of outcome?" And that's where we saw the effects. And then we've got multiple other studies where we say, "Well, who are those supervisors who are more likely to do that?" So we've looked into that, what those traits are of those people. And then also, how can governance bodies, like boards of directors and audit committees, help to incentivize skepticism of the people that are verifying the financial statements for investors.
Tracey Peake (19:30):
I just think it's hilarious that these auditors are like, "Nobody ever says thank you. I must have won the lottery. I need to never do this again."
Joseph Brazel (19:37):
That's right.
Tracey Peake (19:38):
Because I'm probably going to get fired next time.
Joseph Brazel (19:39):
That's right.
Tracey Peake (19:40):
That's hilarious. And this is my final question, what is the coolest thing or the most interesting thing that you've come across while doing this work?
Joseph Brazel (19:52):
Well, I think the coolest thing I come across is something we've just started looking at the data in the last couple of weeks. We've run some experimental research the last year and a half where we were lucky enough and fortunate enough to get access to these financial statement auditors at the end of their busy season.
But about, let's just say, 80% of publicly traded companies have a December or a January year-end. So common sense would tell you that's a whole lot of work to do and a whole lot, little bit of time. These financial statement audits need to be out in about 45 days, to 90 days depending on the size of the company. So they've got this busy season where they go from working 40, 50 hours a week to 60, 65, 70, maybe even more, sleep-deprived, eating issues, stress, you name it. And typically, the auto firms tell us researchers, "You stay away from our people until they're well rested in the summer and they're at some training and we can work with them there." So we'd never really get a glimpse into how their judgments and analyses change when they're tired, when they're fatigued.
(21:12):
And I have a research team who had enough connections that we did get access to that. And of course, we got access to financial statement auditors during their non-fatigue time as well. And we gave them the same experimental case study. And what we're seeing is we're able to actually calculate a reduction in skepticism because of that fatigue. So we're also looking at solutions like using IT and visualizations to help those tired eyes wade through all that data versus those fatigued people looking through reams of data and tables and trying to find those red flags.
(21:48):
So right now, we're just really looking at how the data fits our hypothesis and which hypothesis were supported and some were not. But really looking into actual fatigued people, these important business professionals that are out there to protect investors.
Tracey Peake (22:22):
And you had mentioned earlier in the podcast, and this is sort of related, sort of not, that you yourself had some experience out in the business world. Were you a forensic accountant?
Joseph Brazel (22:33):
I was in the financial statement audit side.
Tracey Peake (22:35):
Okay.
Joseph Brazel (22:35):
So I worked for a firm, Deloitte, which is one of the large accounting firms, for about five plus years, leaving as a manager before I obtained my PhD. So my work experience, my PhD experience, my research experience are all pretty much in this field. I play around with different methods in different areas, whether it's fraud, professional skepticism, data analytics, but they're all sort of all linked in.
(23:01):
And what I found is that while there are not a lot of grant funders for business research, if you can sell fraud, it's an easy sell. And because there's always naughty people, there's always new stories. You know?
Tracey Peake (23:41):
Right.
Joseph Brazel (23:41):
It was a big deal when I came out with my PhD with WorldCom and Enron. And then, like I said earlier, a year or two ago, we had the cryptocurrency FDX dominating our headlines. So there's always something out there to research.
Tracey Peake (23:55):
So when you were in the private sector, did you get to work on any big cases where fraud was detected?
Joseph Brazel (24:02):
What I have done, I actually came in on a financial statement audit where a fraud had occurred, where we did not detect it. It was a privately held company, so it wasn't disclosed in public, in newspapers and such. But I did see how it was missed and the audit procedures that could have done to detect it. So I did see that. And then as a faculty member as NC State, from time to time, I've done expert witness work on frauds that have occurred and different people being sued, whether it was the audit firm for not detecting it or a company trying to pull the wool over investors eyes. So I have seen it from those eyes. And that's really fun, and that's really kept me able to get my hands dirty in that work. Every so often, with expert witness work, it really helps my teaching and my research. And the students love it.
Joseph Brazel (25:02):
Because in most fields, it's pretty easy to explain what thou shalt do. What are the standards? How should you do things? It's sometimes more interesting to figure out, how did we stray away from this? What were the incentives? What were the pressures? And then we get into the economics of an audit and how it makes money and this, that, and the other thing.
Tracey Peake (25:57):
Yeah, this is all very fascinating. I never think about things like this. And there's a lot of incentive. When you get into huge amounts of money, I can see people being cheaty.
Joseph Brazel (26:12):
Yes. Yes.
Tracey Peake (26:13):
I'm glad there are folks out here to stop people being cheaty, cheaty with money.
Joseph Brazel (26:17):
We do our best.
Tracey Peake (26:17):
Well, good. Well, thank you so much for being here today, Joe. This has been a lot of fun.
Joseph Brazel (26:22):
Thank you very much. I appreciate the opportunity.
Tracey Peake (26:25):
We've been speaking today with Joe Brazel, Jenkins' distinguished professor of accounting in the Poole College of Management here at NC State. This has been Audio Abstract. I'm your host, Tracey Peake. Thank you.
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